
Release 3.6.5 - October 16, 2002

No. SIR Submodule Issue Description Status
1 APR00129 Annual Performance Report (APR) In the APR submodule, a new Tribe/TDHE Contacts business function will be created to 

insert and display  contact information as an enhancement to give PIC the ability to store 
and create mailing labels through the APR system's reporting functionality.

Approved: Ready For Release

2 PSS01383 Annual Performance Report (APR) In the Annual Performance Report Submodule, an invalid days in review count is displayed 
for an APR.  After this fix, the days count will display a valid date based on the current date 
and the received date of the APR

Approved: Ready For Release

3 PSS01407 Developers Suite In PICSECURITYDB, changes are needed to enhance the tracking of ASP, COM, Stored 
Procedures and Database objects.  After this fix, various tables will have modified column 
headings and three new tables will be added.

Approved: Ready For Release

4 PSS01206 Housing Authority In the the Housing Authority submodule, users were unable to submit the Occupancy 
Report for approval and an error was displayed stating 'The ASP provided invalid input to 
the component.'  After this fix, users will be able to submit an Occupancy Report for 
approval without receiving any error messages.

Approved: Ready For Release

5 PSS01380 Housing Authority In the Housing Authority submodule, the HA Contact Address ASP page does not save the 
user-entered values in the NTPIC12 (mock production) region and returns an ASP error 
page. After this fix, the system will save the address values after the user enters them, and 
after refresh the page will repaint with all values displayed

Approved: Ready For Release

6 PSS01396 MTCS Enhancement:  New indexing fields will be added in the p113pt_ph_unit and 
p113pt_ph_unit tables.

Approved: Ready For Release

7 PSS01080 Reference In the Reference submodule, JavaScript/VBScript commands (i.e. malicious code) entered 
in the Text box or Text area control on any page are being executed when the page is 
repainted. After this fix, these scripts will appear as pure text and will not execute when the 
page is repainted. (Original reference PSS00622)

Approved: Ready For Release

8 PSS01095 Reference In the Reference submodule, if a text field contains a single quote ( ' ) then the system will 
return an ASP error page when trying to pass a variable.  After this fix, a single quote will 
display on the page as entered. (This SIR was discovered through PSS00318) 

Approved: Ready For Release

9 PSS01403 Reference In the Reference submodule, after the user clicks the 'Save Changes' button on the 
refmodulessummary.asp the page repaints with plain text error '2010,' a COM error 
message, and changes are NOT saved. After this fix, the 'Save Changes' button will 
function properly without returning any errors and text changes entered in the text boxes 
will be saved. N.B.

Approved: Ready For Release

10 PSS01438 Reference The referencecodesmanage.asp is not being displayed in the Reference submodule when 
the user selects a code name of 'Participant Program Area.'  Once this issue is resolved 
the ASP page will be displayed with no errors or warnings. 

Approved: Ready For Release

11 PSS01081 Security Administration In the Security Administration submodule, entering and saving malicious code, such as 
JavaScript/VBScript commands, in either a textbox or text area control returns an ASP 
error page.  After this fix, the malicious code should not attempt to execute but instead 
save as pure text.

Approved: Ready For Release
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12 PSS01096 Security Administration In the Security Administration submodule, if a text field contains a single quote ( ' ) then the 

system will return an ASP error page when trying to pass a variable.  After this fix, a single 
quote will display on the page as entered. (This SIR was discovered through PSS00318) 

Approved: Ready For Release

13 PSS01435 Security Administration A 9605/9606 error is occurring in the Security Administration submodule for users that 
have access to more than one level of security.  Once this issue is resolved a security user 
will have the ability to view or add additional security access to users. 

Approved: Ready For Release

14 MTC01217 MTCS - Viewer to display unit/mailing address in Unit to be Occupied
15 MTC00768 Form 50058 - Submission Overlapping Effective Dates
16 MTC01162 Form 50058 - Submission Update "vacancy_date" on submission of EOP
17 MTC01103 Form 50058 - Submission Overlapping Effective Dates - database changes
18 MTC01207 Form 50058 - Submission Submission Error - collects all errors + ticket numbers for analysis by ISD and use in 

training.
19 MTC01262 ADHOC - MTCS Adhoc - Missing Income Information - corrects error in ad hoc display.
20 MTC01261 MTCS - Viewer Viewer - Missing Income Details - corrects error in ad hoc display.
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